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Chapter 1: Course Introduction
Objectives |

Objectives

Knowledge & understanding of:

l ITIL Qualification scheme
l Course structure
l Bloom’s Taxonomy
l Coursematerials

Terms-to-Know

Accredited Training Organization (ATO) – An organization that is accredited to provide training in
ITIL by a licensed Examination Institute (EI).

Accreditor (APMG) –Organization empowered by theOffice of Government Commerce (OGC), the
"owner" of ITIL, to establish the ITIL qualification scheme, devise ITIL syllabi and examinations, and
oversee Examination Institutes (EI). The current ITIL Accreditor is the APM Group.

Bloom's Taxonomy – A method of classifying learning objectives that provides the basis for for-
mulating different levels of questions for the ITIL Foundation, Intermediate and Advanced exam-
inations.

Exam – The official ITIL exam. ITIL examinations are closed-book and require an independent proctor
to monitor the exam security. Many examinations require that the candidate attend an accredited
course.

Examination Institute (EI) – An organization licensed by the ITIL Accreditor. EIs operate an ITIL
examination scheme through a network of Accredited Training Organizations (ATO), accreditedmate-
rials.

ITIL/OGC Books – The five core books of the IT Infrastructure Library (ITIL): Service Strategy, Serv-
ice Design, Service Transition, Service Operation and Continual Service Improvement.

ITIL Qualification Scheme – A modular, tiered approach to ITIL certification that comprises a series
of certifications focused on different disciplines or areas of ITIL best practice to various degrees of
depth and detail.

Practice Paper – An official ITIL exam that is available for practice by the student. Two practice
exams are available for most ITIL courses.

Student Manual – A document produced by the ATO andwhich contains copies of the slides, ampli-
fying information and other coursematerial.

Quiz – Short quizzes within the course to help students track their progress toward understanding the
learning objectives of the course.
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Chapter 2: Release, Control & Validation
Objectives |

Objectives

Introduction to Release, Control and Validation (RCV) - Bloom’s Level 2 Objectives – Full under-
standing of RCV terms and core concepts

l The concept of ServiceManagement as a practice and how it delivers value to customers and
the business

l The underpinning processes and functions that support the Service Lifecycle
l What makes up the Service Capability RCV cluster (i.e. which stages of the Service Lifecycle

contribute to this capability and how they interact) and its specific focus on Service Transition.

Terms-to-Know

Function – A team or group of people and the tools they use to carry out one or more processes or
activities.

Governance – Ensuring that policies and strategy are actually implemented, and that required proc-
esses are correctly followed. Governance includes defining roles and responsibilities, measuring and
reporting and taking actions to resolve any issues identified.

Management – The act or manner of managing; handling, direction, or control.

Process –A structured set of activities designed to accomplish a specific objective.

Quality – The ability of a product, service or process to provide the intended value.

Stakeholder – All people who have an interest in an organization, project, IT Service, etc. Stake-
holders may be interested in the activities, targets, resources or deliverables.

Utility –Functionality offered by a product or service tomeet a particular need.Utility is often sum-
marized as "what it does."

Warranty –A Promise or guarantee that a product or service will meets its agreed requirements..
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Chapter 2: Release, Control & Validation
Lesson 3  Introduction to RCV | The Service Lifecycle & RCV

The Service Lifecycle & RCV
Service Transition transitions Service Design into Service Operation. It provides themechanisms to
move a new service into the production environment, nurture the service during its fledgling days, and
validate the quality and business value of the change.

Service Operation coordinates the processes and activities for the delivery andmanagement of serv-
ices at their agreed levels. It is wheremost of the business community maintains contact with IT as
Service Operation “makes IT services happen” in the eyes of the customer.

The capability to “release, control and validate” an IT Service relies primarily on the processes of the
Service Transition phase of the IT Service Lifecycle, but it also incorporates one process from the
Service Operation phase.
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Chapter 2: Release, Control & Validation
Lesson 3  Introduction to RCV |Managing Across the Lifecycle

Managing Across the Lifecycle
The processes of Service Transition andOperation combine to provide a Service Provider organ-
ization with the capability necessary to do a controlled release of a validated IT Service into oper-
ation. This ensures that these deployed services are fit for use and purpose.
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Chapter 2: Release, Control & Validation
Lesson 3  Introduction to RCV | Service Assets & Capability

Service Assets & Capability
A Service Asset is anything that could contribute to the delivery of an IT service. Both capabilities
and resources are types of assets.

Resources are those things that are used as direct inputs for the production of an IT service, and
includemoney (capital), infrastructure, software applications, information and people.

Capabilities are the organizations’ ability to utilize resources to achieve value. Release, Control and
Validation focuses on the organizational capabilities necessary to effectively release an IT Service in
a controlledmanner into operation and ensure that IT Service has been properly validated to ensure it
will deliver the desired business outcomes.

Similar to utility and warranty, by themselves neither resources nor capability can produce value for
the customer. Business Units utilize their resources to create value for their customers through the
production of various goods or services. Service Units, such as IT, specialize in creating value for the
Business Units through the delivery of service-related goods and services to the business.
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Chapter 2: Release, Control & Validation
Lesson 3  Introduction to RCV | RCV & Service Transition

RCV & Service Transition
The success of a service strategy depends largely on the ability of the service provider to respond
dynamically to a changing business environment. The processes of the Service Transition phase of
the IT Service Lifecycle make change a normal part of what IT does..

This requires that Service Transitionmaintain visibility and control over the service assets. It not only
knows the content of the IT infrastructure but also the context of its components. This visibility helps
reduce risks as the IT organization builds and subsequently deploys changes to the infrastructure in
the live environment.

Service Transition analyzes the service design, evaluates the likelihood of it meeting the desired out-
comes, and approves strategic initiatives. It determines how to proceed in the execution of the serv-
ice design by evaluating likely transition paths and picking the one that provides the optimal solution
and cost.

The ChangeManagement process orchestrates the realization of the service strategy via the
execution of the service design. The Service Transition process plans the transition effort and its
ongoing support. It performs iterative evaluation of the service as it transitions from design to oper-
ation to ensure it will be able to achieve the desired outcomes.

Its processes determine what portion of the IT infrastructure the change will impact, and figures out
how to release the change into the live environment. Of course, that requires a significant amount of
testing throughout the Service Transition phase to ensure it will be fit for use as well as fit for purpose
when deployed.
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Chapter 2: Release, Control & Validation
Lesson 3  Introduction to RCV | RCV & Service Transition

Similar to the Service Design phase, both the Service Transition andOperation phases of the IT Serv-
ice Lifecycle depend on the accumulated knowledge of those involved in bringing the new or changed
service to life. KnowledgeManagement provides for the systematic gathering, categorization and use
of organizational knowledge in support of IT ServiceManagement.
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Chapter 2: Release, Control & Validation
Lesson 3  Introduction to RCV | RCV & Service Operation

RCV & Service Operation
Service Operationmanifests the final realization of service strategy. However, nomatter the ele-
gance of the design, without the support capabilities of the processes of the Service Operation phase
of the IT Service Lifecycle the strategy would fail.

The delivery of IT Services does not necessarily fall into the “one size fits all” category. The suc-
cessful deployment of service assets relies on patterns that optimize the delivery of the required util-
ity and warranty based on the customer's needs.

The functions and processes of the Service Operation phase of the IT Service Lifecycle focus on pro-
viding the actual delivery of IT Services and their operational support. They cover restoring disrupted
services, providing a focal point for requesting and fulfilling requests for IT Services, managing
access to services, and identifying and removing the root cause of service failures.

Similar to Service Transition, the capture and use of organizational knowledge is fundamental to suc-
cessfully executing the functional and process activities of Service Operation.
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Chapter 2: Release, Control & Validation
Lesson 3  Introduction to RCV | RCV & the STModel

RCV & the ST Model
Release, Control and Validation capability encompasses most of the processes of the Service Tran-
sition phase of the IT Service Lifecycle, and the Request Fulfillment process of the Service Operation
phase.

As shown in the above diagram, Service Transition provides a structured bridge between the design
of a new service, and the installation of that new service into the live environment.

Among the crucial services it provides are a phased validation of the Design to ensure its proper tran-
sition into Service Operation and to validate its compliance to the business' value requirements that
drive its design.
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Chapter 2: Release, Control & Validation
Lesson 3  Introduction to RCV | Purpose, Goals & Objectives

Purpose, Goals & Objectives
The processes of the Service Transition phase of the IT Service Lifecycle serves as the conduit
through which the outputs of Service Designmove into the real-life world of production and Service
Operation.

While guiding a change in a service through a step-by-step implementation, the Service Transition
processes also address the context in which the change is made. This activity ensures that the users
aremotivated to use the new service, IT knows how to support it, and the business will be able to
evaluate its promise to create value.
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Chapter 2: Release, Control & Validation
Lesson 3  Introduction to RCV | Scope

Scope
The Release, Control and Validation capability encompasses all Service Transition processes and
the Request Fulfillment process of the Service Design phase and is responsible for all transitions,
either as part of a new or changed service, or as part of building changes to the ServiceManagement
processes themselves.

Service Transition's internal processes of ChangeManagement, Service Asset and Configuration
Management, and KnowledgeManagement support transitions initiated within any of the lifecycle
stages.

Service Transition addresses all of the types of changes and transitions that an IT service faces,
including introducing new services, changing existing services, discontinuing services, changing sup-
pliers, changing from in-sourced services to out-sourced services or the other way, down- and up-siz-
ing, mergers and acquisitions, and so forth.
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Chapter 2: Release, Control & Validation
Lesson 3  Introduction to RCV | Value to the Business

Value to the Business
The successful deployment of Service Transition andOperation processes improves the service pro-
vider's ability to handle high volumes of changes and releases across the customer base. This in turn
enables the service provider to align a new or changed service with business requirements and oper-
ations to ensure that customers and users can use it in a way that maximizes value to business oper-
ations.
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Chapter 2: Release, Control & Validation
Lesson 4  RCV Principles | Setting the Stage

Setting the Stage
While not an RCV process, the activities of the Service Transition Planning & Support process play
an important role in setting the stage for RCV.

The lifecycle stages of the Service Transition stage of the IT ServiceManagement Lifecycle are
defined by the Service Design Package. This typically includes, acquisition and test of new CIs, build
and test, service release test, operational readiness test, deployment, early life support and the
review and closures of service transition.

The transition is prepared by reviewing and accepting input from other lifecycle stages, checking deliv-
erables, raising necessary RFCs, checking configuration baselines and overall readiness.

Planning and coordination of a service transition requires that each transition be planned in detail.
However, transitionmodels can be used and tweaked as needed.This will provide the necessary coor-
dination for getting the work environment in shape, scheduling handover and delivery, ensuring activ-
ities and tasks are carried out, allocation of staff and other resources, risk management and
contingency planning. Most, if not all of this is done in the context of program and project man-
agement methods in use by the Service Provider's organization.

As the transition progresses, its important to provide ongoing support to the other processes. Mostly
this support comes in the form of providing administrative and communication support. This frees up
technically skilled resources to facilitate the transition.
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Chapter 2: Release, Control & Validation
Lesson 4  RCV Principles | Principles

Principles
Several key principles underlie themethods that transition a new or changed service into operation.
These principles fall into three categories: governance, management, and quality of the Service Tran-
sition phase of the IT Service Lifecycle.
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Chapter 2: Release, Control & Validation
Lesson 4  RCV Principles | Governance

Governance
Governance is the exercise of authority and control over something and is commonly expressed by
developing and documenting the organization's principles and associated policies. In this case it is
important to establish the principles and associated policies that provide governance throughout the
Service Transition phase.

The first step in establishing governance over Service Transition is the formalization of its policy. A
policy is a defined course of action adopted for the sake of facilitating the desired outcomes of Serv-
ice Transition; the efficient and effective transition of a new or changed service from Service Design
to Service Operation. This causes the Service Transition phase to be the focal point for all changes to
IT Services.

The adoption of common frameworks and standards is another important principle in Service Tran-
sition because it enables the organization to achieve consistency in the transition of new or changed
services. It also promotes the re-use of existing processes (that work) along with their supporting sys-
tems.

All of this enables the IT organization to align its transition plans with those of the business to ensure
that new or changed services dovetail with new or changed business process in the achievement of
desired business outcomes.
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Chapter 2: Release, Control & Validation
Lesson 4  RCV Principles | Management

Management
A number of principles and associated policies underlie themanagement of the transition of a new or
changed service. Fundamental to any transition is an understanding of who has a stake in the tran-
sition and the subsequent management of the relationships among its stakeholders.

Today's complex IT infrastructures and integrated systems and IT Services require the involvement
of many different processes, functional areas, technical and support staff. The utilization of data and
information gathered throughout the Service Transition phase is critical. It ensures that the right
people have access to the right information at the right time.

Planning is critical to Service Transition and the planning for releases into the live environment and
subsequent turnover to the operations staff ensures the consistency required to achieve required lev-
els of efficiency and effectiveness in the deployment of release packages.

Change is the only constant we can count on in IT, and that is also true of the transition of new or
changed services. Any number of internal or external factors can force fundamental changes to the
intended design of the service. Planning is also critical to enable the business and IT to have a com-
plete understanding of what the potential impact is of an unexpected “mid-course” correction.

Transitioning a service from design to operation involves a lot of moving parts and resources. It is crit-
ical to manage those resources effectively to maximize organizational and enterprise efficiency in the
transition of IT Services.
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Chapter 2: Release, Control & Validation
Lesson 4  RCV Principles | Quality

Quality
Everyone has heard the old axiom that you can have anything you want - good, fast or cheap - just
pick which two you want. Service Transition attempts to rationalize this seemingly fundamental truth
with the reality that the business demands that IT deliver all three.

Service Transition is not capable of changing the fundamental laws of nature, but it strives to under-
stand and optimize the achievement of the customer's requirement for service quality, the time it
takes to deliver the service into operation and the costs of doing so. To achieve that goal the Service
Transition processes' scopemust extend into the very early phases of the IT Service Lifecycle.

Although this is true of all the other phases, it is particularly important in the case of Service Tran-
sition because this phase expends significant resources in bringing the new or changed service to
life. It is always better and less expensive in the long run to identify design deficiencies early in the
lifecycle of a service so they can quickly be resolved in a cost-effectivemanner.

The Service Transition phase is also responsible for Quality of Service (QoS). Similar in concept to
early involvement in the lifecycle of a service, building quality in is always more efficient and cost
effective than “bolting” on fixes after it goes live. IT only has to look to the US auto industry as an
example of what it cost when quality was not built into the product. This also extends to the adoption
of the fundamental principle of proactively looking for ways to improve the quality of a service through-
out its transition from design to operation.

Page 40



Chapter 2: Release, Control & Validation
Lesson 4  RCV Principles | Service Transition Interface

Service Transition Interface
In the context of the capabilities needed for Release, Control and Validation the Service Transition
processes receive inputs from all of the other IT Service Lifecycle processes. However, Service
Strategy has a significant impact on the overall approach of how the service will be transitioned, how
it will be structured and defining the constraints under which it will be designed and built. These inputs
include the Service, Customer and Contract Portfolios. These describe what services are chartered,
for which customers and what contracts (agreements) exist that govern the performance of the serv-
ice provider and the quality of the services provided. Polices provide overall guidance for Service Tran-
sition and are based on what services are needed and why (strategy). Constraints dictate the latitude
that exists for any given service solution and often takes into consideration the existing business and
IT architectures. Each Service Transition can have its own unique requirements defined during the
Strategy phase, and refined during the Design phase, and this is reflected with the ServiceMan-
agement Plan.

The Service Design phase provides themajority of the triggers to the Service Transition phase of the
IT Service Lifecycle. Most of these come in the form of the Service Design Package which includes
the definition of the service, its structure, cost and financial issues and capacity and forecast models.
The design and interface specifications, release design as well as the deployment plan also originate
in Service Design. The Service Operation phase provides triggers in the form of support resources,
escalation procedures and critical situation handling procedures.
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Chapter 2: Release, Control & Validation
Lesson 4  RCV Principles | Challenges

Challenges
The Service Transition phase of the IT Service Lifecycle faces a number of challenges. In particular,
today's IT is so embedded in the business processes it has become central to a large number of
stakeholders. IT must perform as a business enabler and as a result it alsomust deal with all of the
contracts, interfaces and relationships in amulti-vendor service provider environment.

In order to perform at its optimum, the IT organizationmust address the lack of process integration
and organizational and staff discipline in policy and process compliance. This goes hand-in-hand with
ensuring that everyone knows and understands their roles and responsibilities within the Service Tran-
sition processes and extends to understanding the perspectives of all stakeholders in a service's tran-
sition.

Service Transition requires the establishment of a culture of collaboration (business, internal and
external service providers) that enables the IT organization to balance the stability of the services pro-
vided with the responsiveness that the business demands.

Legacy systems offer a significant challenge becausemany of themmay have been put into service
without the rigor that the IT Service Lifecycle processes, and in particular Service Transition, applies
to new or changed services. It is often very difficult to “retrofit” Quality of Service into a poorly
designed or implemented service, and it requires time to incrementally improve the service until it
achieves the required standard performancemeasures.
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Critical Success Factors
Critical Success Factors are those things that an organizationmust do if it is going to achieve desired
outcomes. Fundamental to the transition of any service is a complete understanding of who the stake-
holders are and what is important to them. Without such an understanding, managing all the rela-
tionships becomes impossible.

Today's IT infrastructures are very complex and often depend onmultiple vendors and service pro-
viders to effect the delivery of an IT Service. This requires a complete understanding of the inherent
dependencies among the systems that make up the services along with any supporting or enabling
process automation and tools. This complexity also underscores the importance of the knowledge
required by both the service provider and service consumer, thus the importance of managing that
knowledge. Central to the knowledge is a full understanding of the content and context of the CIs
within the IT infrastructure and their dependencies.

Inherent in the adoption of any process framework are the concepts of accountability and the clear
and unambiguous understanding of everyone's roles and responsibilities. This is critical to the IT
organization's ability to demonstrate overall improvement of the process, improved customer sat-
isfaction and the reduction in time it takes to transition a service from Service Design to Service Oper-
ation.

Change is inherently risky but is fundamental to IT's ability to support a dynamic and growing busi-
ness. Critical to the success of any service transition is the understanding of the risks involved and
the communication of those risks to the stakeholders.
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Risks
Probably one of the biggest risks faced in transitioning a new or changed service into production is the
lack of process or poor implementation andmanagement of those processes in place, amplified by
the lack of clearly defined roles and responsibilities. Similarly, poorly implemented or integrated sup-
port tools can get in the way of the efficient and effective transition of a service.

All organizations have a built-in defensemechanism to change. Overcoming resistance to change,
whether from the customer, IT staff or management, presents a significant risk to the success of a
service transition.

Change can be costly if not managed correctly, and unplanned costs can pop up due to poorly
designed services or poorly managed service transitions. This is often the case if poor or incomplete
process integration creates “cracks” through which critical issues can fall.

Some organizations can be overly averse to risk and often fail to respond to changing business oppor-
tunities. These organizations find themselves in “analysis paralysis” and just do not seem to get any-
thing done unless it is risk free.

Knowledgemanagement within IT is critical and that includes making sure that the right people get
the right information at the right time.
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RCV Processes
The processes of Release Control & Validation fall into three categories; the three process of Service
Transition have a focus that spans the entire IT Service Lifecycle and include;

l ChangeManagement
l Service Asset & ConfigurationManagement (SACM)
l KnowledgeManagement

Three processes of the Service Transition phase focus primarily on the transition of a service from
design to operation and include;

l Release & Deployment Management
l Service Testing & Validation
l Evaluation

One process from the Service Operation phase is included within RCV;

l Request Fulfillment

These processes combined provide an IT organization with the capability necessary to do a con-
trolled release of a validated IT Service into operation.
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RCV Summary
The Service Transition phase of the IT ServiceManagement Lifecycle provides the Release, Control
and Validation capability for the overall coordination of the resources necessary to build, test, deploy,
validate and early life support for new or changed services. Its central focus is to provide the rigor nec-
essary to ensure these services actually enable business processes, maximize their benefits and
manage the associated risks.
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Checkpoint Instructions
Refer to the Checkpoint booklet for relevant quizzes and exercises for this chapter.
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Objectives

Change Management;Bloom’s Level 4 Objectives – Support problem solving by putting theory into
practice, interpret principles and relationships

l The end-to-end process flow for ChangeManagement inclusive of its design strategy, com-
ponents, activities, roles and operation including its organizational structure and the interfaces
with other processes

l A measurement model and themetrics that would be used to support ChangeManagement
within RCV practices

l The benefits and business value that can be gained from ChangeManagement

Service Asset and Configuration Management (SACM);Bloom’s Level 4 Objectives – Support
problem solving by putting theory into practice, interpret principles and relationships

l The end-to-end process flow for Asset and ConfigurationManagement inclusive of its design
strategy, components, activities, roles and operation including its organizational structure and
the interfaces with other processes

l A measurement model and themetrics that would be used to support Service Asset and Con-
figurationManagement within RCV practices

l The benefits and business value that can be gained from Service Asset and ConfigurationMan-
agement

Service Validation and Testing (SVT); Bloom’s Level 4 Objectives – Support problem solving by
putting theory into practice, interpret principles and relationships

l The end-to-end process flow for SVT process inclusive of its design strategy, components,
activities, roles and operation including its organizational structure as well and the interfaces
with other processes

l SVT testing perspectives (e.g. Test requirement, conditions, environments, data, etc.) and
how these test components are used to ensure service quality

l The benefits and business value that can be gained from SVT as related to RCV

Release and Deployment Management; Bloom’s Level 4 Objectives – Support problem solving by
putting theory into practice, interpret principles and relationships

l The end-to-end process flow for Release and Deployment Management inclusive of its design
strategy, components, activities, roles and operation including its organizational structure and
the interfaces with other processes

l The Release and Deployment model and related activities (e.g. design, planning, build, pilots,
test, transfer, deployment, retirement, etc.) and how these activities ensure service quality

l The benefits and business value that can be gained from Release and Deployment Man-
agement

Request Fulfilment; Bloom’s Level 4 Objectives – Support problem solving by putting theory into prac-
tice, interpret principles and relationships
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l The end-to-end process flow for Request Fulfillment inclusive of its design strategy, com-
ponents, activities, roles and operation including its organizational structure and the interfaces
with other processes (e.g. Incident and Release)

l The Request Fulfilment model and related activities (e.g. effectiveness of designs, changes,
performance, etc.) and provide examples of how these activities help to ensure Quality Serv-
ice within RCV

l The benefits and business value that can be gained from Request Fulfillment Management

Evaluation; Bloom’s Level 4 Objectives – Support problem solving by putting theory into practice,
interpret principles and relationships

l The end-to-end process flow for Evaluation inclusive of its design strategy, components, activ-
ities, roles and operation including its organizational structure and the interfaces with other
processes

l The Evaluationmodel and related activities (e.g. effectiveness of designs, changes, per-
formance, etc.) and how these activities help to ensure service quality

KnowledgeManagement; Bloom’s Level 4 Objectives – Support problem solving by putting theory
into practice, interpret principles and relationships

l The end-to-end process flow for KnowledgeManagement inclusive of its design strategy, com-
ponents, activities, roles and operation including its organizational structure and the interfaces
with other processes (e.g. CSI processes)

l The KnowledgeManagement model and related activities (e.g. DIKW, stakeholder man-
agement, metrics, etc.) and how these activities help to ensure service quality

l The benefits and business value that can be gained from KnowledgeManagement

Terms-to-Know

Change –The addition, modification or removal of anything that could have an effect on IT Services.

Change Advisory Board –A group of people that advise the ChangeManager in the assessment,
prioritization and scheduling of changes.

Configuration Item –Any component that needs to bemanaged in order to deliver an IT Service.

Configuration Management System –A set of tools and databases that are used tomanage an
IT Service Provider's configuration data.

D.I.K.W. –The foundation of KnowledgeManagement is the DIKW structure (Data-Information-
Knowledge-Wisdom). Data consists of discreet facts, and information puts those facts into context to
answer questions like 'who,' 'what,' 'when' and 'where?' Knowledge is information in a usable form,
which answers questions like 'how?' Wisdom provides contextual awareness to the knowledge to pro-
vide common sense judgment.

Early Life Support –Support provided for a new or changed IT Service for a period of time after its is
released.
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Evaluation –Comparing an actual outcomewith the intended outcome or comparing one alternative
with another.

Definitive Media Library –One ormore locations in which the definitive and approved versions of all
software Configuration Items are securely stored.

Release –A collection of hardware, software, documentation, processes or other components
required to implement one or more approved changes to IT Services.

Release Unit –Components of an IT Service that are normally released together.

Request for Change –A formal proposal for a change to bemade.

Service Design Package –Documents defining all aspects of an IT Service and its requirements
through each stage of its lifecycle.

Service Knowledge Management System –A set of tools and databases that are used tomanage
knowledge and information.

Validation –An activity that ensures a new or changed IT Service, process, plan or other deliverable
meets the needs of the business.
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Introduction
Evaluation is the systematic determination of merit, worth, and significance of something or some-
one. ITIL's adoption of a generic evaluation process seeks to determine if a new or changed service is
acceptable, provides the anticipated value to the business, and ensures that the risks are understood
and acceptable.

Many different drivers can structure an Evaluation process. In the case of the Service Transition
phase of the IT Service lifecycle, the Evaluation process is both objectives-based and decision-
oriented. An objectives-based approach relates outcomes to pre-specified objectives, allowing judg-
ments to bemade about their level of attainment. A decision-oriented approach provides a knowledge
and value base for making and defending decisions. This approach encourages the use of evaluations
to plan and implement needed progress and helps justify decisions about those plans and actions.
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Objective
The Evaluation process establishes the criteria for evaluating the performance (i.e., utility and war-
ranty) of a service change in the context of existing and proposed services and the IT infrastructure.
This helps to properly set the stakeholders' expectations as to the impact and scope of the change by
providing accurate information about the new or changed IT Service to the ChangeManagement proc-
ess.

The process seeks to understand and evaluate not only what is expected from the change; it also
tries to understand the potential unexpected effects, feeding this information back to the ChangeMan-
agement process to helpmitigate the risks to the business.
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Scope
The Evaluation process covers a new or changed IT Service from the Service Design phase through
Service Transition's deployment. Throughout these two phases, the Evaluation process constantly
seeks to determine the IT Service's acceptability and value, and tomitigate its risks. In doing so, it
can help clarify stakeholders' expectations, andmanage them throughout the IT Service's lifecycle.
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Value to the Business
The Evaluation process focuses on the value of the IT Service being transitioned into production. The
process seeks to establish that the new or changed services can realize their intended benefits. It
also provides significant input to the Continual Service Improvement phase of the IT Service Life-
cycle to aid its analysis of future improvements to both processes and services.
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Concepts
The policies supporting the Evaluation process address four major concepts:

Evaluation Initiation - Best practices recommend building the evaluation into the IT Service design
or change prior to its transition into the live environment. It is also important to note that evaluation is
an iterative process, evaluating different sets of outcomes at different stages of the transition proc-
ess.

Evaluation Deviation Guidelines - The policies establish the process by which the customer can
manage his response if the change's actual performance, defined by its utility and warranty, deviates
from its predicted performance. There are three possible courses of action:

l Accept the change;
l Reject the change;
l Require a new change with revised predicted performance.

The above guidelines provide the capability to deal with all deviations between actual and predicted
performance.

Evaluation Inputs - In addition, evaluations are always done in the context of a customer engage-
ment package (boundaries defining interaction, responsibilities of the stakeholders, and deliverables
between the customer and the service provider as it relates to the evaluated service).
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Evaluation Scope - As it evaluates a new or changed service, the Evaluation process seeks to iden-
tify and understand the consequences (intended and unintended) of the change. Fundamental to the
process is its use of the Plan-Do-Check-Act model, which helps ensure consistency.
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Evaluation Point Scope
As the above illustration depicts, there are three important times to perform an Evaluation during the
Service Design, Transition andOperation processes:

Service Design - Upon receipt of the Service Design Package (SDP), the Service Design Evaluation
examines the contents and format of the SDP that will govern the forthcoming Transition process.

Release & Deployment - The Pre-Deployment Evaluation evaluates the release and deployment
processes prior to release. If the new service will go through a Pilot phase, it may evaluate the
release and deployment processes on an iterative basis - prior to the Pilot, 'lessons learned' after the
Pilot, prior to the actual release and deployment, 'lessons learned' after the actual release and deploy-
ment, etc.

Acceptance - Upon final implementation, Evaluation kicks in again to assess the effectiveness of the
Service Acceptance Criteria (SAC) in stating the resolution to the business' requirements and its
effectiveness inmeeting those requirements. Again, this evaluationmay take place over several
months as users becomemore familiar with the new service and as the service has time to build up a
measurable history.

Page 196



Chapter 3: RCV Processes
Lesson 11  Change Evaluation | Activities

Activities
The Evaluation process spans the IT Service Lifecycle from Service Design, Transition andOper-
ation, and includes:

l Develop Evaluation Plan - what are the consequences of the change as viewed from different
perspectives?

l Understand Intended Effects of Change - will the change perform as expected?
l Understand Unintended Effect of Change - what unexpected things might happen?
l Consider Factors Affecting Change - what are the factors that will impact the change?
l Evaluate Predicted Performance - will the predicted performance be achieved?
l Evaluate Actual Performance - did actual performancematch predicted performance?
l Manage Risk - what are the risks, can they bemitigated?
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Service Evaluation Terms
The Evaluation process uses the following terms;

l Service Change - a change to an existing service or the introduction of a new one
l Service Design Package - definition of a new or changed service
l Performance - the utility and warranty of a service
l PerformanceModel - a representation of the performance of a service
l Predicted Performance - the expected performance of a service following a change
l Actual Performance - the performance achieved following a change
l Deviation Report - the detailed differences between predicted and actual performance
l Risk - a function of the likelihood and negative impact of a service not performing as expected
l Countermeasures - themitigation that is implemented to reduce risk
l Test Plan & Results - the response to an impact assessment of the proposed service change
l Residual Risk - the remaining risk after countermeasures have been deployed
l Service Capability - the ability of a service to perform as required
l Capacity - an organization's ability to maintain service capability under any predefined cir-

cumstances
l Constraint - limits on an organization's capacity
l Resource - the normal requirements of an organization tomaintain service capability
l Evaluation Plan - the outcome of the evaluation planning exercise
l Evaluation Report - a report consisting of a risk profile, deviation report, recommendation and a

qualification statement
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Change Evaluation Process
The Evaluation process flow starts with the Request for Change (RFC) from ChangeManagement. It
joins with the Service Design Package (SDP) from Service Design and the test plans and results
from Transition Planning & Support to provide input to the Evaluation Plan.

The process performs two evaluations; one against predicted performance and the other against
actual performance. In all cases, the Evaluation process considers the use of the term 'performance'
as synonymous with the concept of a service's utility and warranty.

If the evaluation results are negative, the Evaluation process produces an interim report for Change
Management. It also produces a final evaluation report.
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Evaluation Plan
The evaluation of a change to the IT infrastructure for either a new or changed IT Service takes sev-
eral different perspectives to ensure that it uncovers unknown or unintended consequences. The eval-
uation plan considers both the intended and unintended effects of the change. It assumes that the
intended consequences of a change are positive and unintended consequences are negative. The
evaluation planmatches the predicted and actual performance of the changed service to the Service
Acceptance Criteria (SAC).

Although understanding the intended consequences is relatively straight forward, understanding the
unintended consequences is a bit more problematic. In this case, the contributions of many different
stakeholders provide important input for evaluating a change. This also helps to properly set expec-
tations for the level of effort required to fully evaluate possible negative side effects of a change. It is
also important that the evaluation effort be commensurate with the risk profile of the IT Service under
change.
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Understand Intended Effects of Change
The Service Design Package lays out what the new or changed service is supposed to do, as well as
the associated benefits that will accrue to the business as the result of the change. The Evaluation
process references the Service Design Package to understand those benefits and to quantify the pre-
dicted effect of the change.

Does the change reduce cost, make a transaction faster, or lower the human or equipment resources
necessary to execute the business process? Those are just a small subset of the types of questions
that the Evaluation process asks and answers.

A fully documented change should be clear and unambiguous in detailing what a change is, who is
involved, and what the intended benefits will be. Unclear or mushy requirements and objectives will
make it impossible to fully understand and quantitatively measure the intended effect of the change.
This is of particular importance in the context of changes made tomeet industry or governmental reg-
ulatory requirements.
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Understand Unintended Effects of Change
While it is assumed that the unintended consequences of a change are bad, it is not necessarily the
case in all circumstances. A cautionary approach to understanding the unintended effects of the
change evaluates all aspects, both good and bad.

What this activity seeks to accomplish is to ask, “What things might happen that we didn't think
about?” It is very similar to performing due diligence, which looks at a business transaction with the
care of what a “… prudent personmight be expected to exercise in the examination and evaluation of
risks affecting a business transaction.” In this case what the “prudent person” is evaluating is a
changed IT Service.

It should be apparent that it is necessary to fully involve all of the stakeholders in understanding the
full extent of the change, and, thus the full impact and associated effect the change will have on the
business and the business processes. It is imperative that the successful execution of the evaluation
process requires fully informed feedback from the stakeholders (not optional, or a nice to have).
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Consider Factors Affecting Change
An evaluation looks at a number of different aspects. Probably themost obvious is the service pro-
vider's capability to actually perform as required. This is important both for internally as well as exter-
nally sourced services. A low bid does not ensure the vendor can actually deliver the required service.

Does the organization have adequate resources of the right type, does it have the capability to actu-
ally model andmeasure the actual performance of a new or changed service to what was desired,
required and predicted?

In both internal and external service provider organizations, the evaluation considers their ability to
absorb the change. This is called their “tolerance” for change, andmany factors can impact it, such as
human and technical resources, infrastructure architecture, etc. This also goes hand-in-hand with
assessing the organization's overall capability to accept change, which evaluates management and
skill of the staff, policies, etc.

In the final analysis, is the service capable of being considered fit for use and purpose, and ready for
service?
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Evaluate Predicted Performance
The evaluation of the predicted performance (utility and warranty) of a new or changed service
requires the customer's requirements along with the Service Acceptance Criteria (SAC). It compares
predicted performance to the performancemodel. In addition, it performs a risk assessment to deter-
mine what the risks are, and the level of acceptability.

The evaluation of the predicted performance produces an interim Evaluation Report that includes the
outcome of the risk assessment and the results of the predicted performance vs. the Service Accept-
ance Criteria.
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Evaluate Actual Performance
During the post-implementation phase of the Change, Operations provides a performance report. It
compares actual performance (utility and warranty) to the customer's requirements and the Per-
formanceModel. At this time, it also reassesses the risks to see if anything has changed. A second
interim Evaluation Report details the actual performance vs. the Service Acceptance Criteria and
makes any recommendations on required remediation.
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Manage Risk
The Evaluation process performs Risk Management in two steps; first, it assesses the risks, and,
then, it mitigates them as required.

The risk assessment looks at the possible threats that could result from intended and unintended
effects of the change along with any weaknesses. Risk is a function of the likelihood that something
will happen and the impact if it does. An organization can chose tomitigate (take countermeasures)
those risks, or chose to accept them. Mitigation can takemany forms, such as disaster recovery
sites, frequent backups, redundant hardware, etc.
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Evaluation Report
A typical Evaluation Report consists of the following sections:

Risk Profile - represents the residual risks after countermeasures have been applied. It is the risk
that the enterprisemust accept if the change is to bemade.

Deviation Report - details the differences between the change's predicted performance and its
actual performance. It is used in the ChangeManagement decision-making process.

Qualification Statement - is simply a “go/no go” statement concerning the environment and the IT
infrastructure.

Validation Statement - is a “go/no go” statement concerning the application or service.

Recommendation - is a statement to accept or reject, review and close and update the Knowledge
Management Database.
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Triggers, Inputs & Outputs
There are three points in the transition of a new or changed service that it is evaluated. The process is
triggered by a request from the ChangeManagement process.

Inputs to the process include the Service Design Package and the Service Charter. These provide
the context from which the service will be evaluated. The process also looks that input from the stake-
holders, the actual Request for Change and the results of any and all tests that have been run.

The process produces interim evaluation reports as the new or changed services makes its way
through the service Transition stage, and issues a final evaluation report at the end of the process.
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Relationships
Service Strategy provides the strategic intent of the new or changed service via the Service Portfolio,
and the Service Design phase processes provide the Service Design Package (SDP) and the Service
Acceptance Criteria (SAC)..

Within the Service Transition phase, ChangeManagement, via a Request for Change (RFC), triggers
an Evaluation with additional input from Transition Planning & Support. The Evaluation process
shares a relationship with all of the processes of the Service Transition phase.

Service Operation provides Operations performance reporting to the Evaluation process for inclusion
in the interim and final Evaluation Reports.
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Information
The Service Portfolio provides information about the strategic intent of the change, and the Service
Design Package (SDP) provides the full documentation of the requirements of the change and how it
is to be supported. This, along with the Service Acceptance Criteria (SAC), represents twomajor
inputs the Evaluation process uses to produce both the interim and final Evaluation reports.

The results of themany tests performed throughout the lifecycle of the service and the change pro-
vide input to the Evaluation process as it produces its reports.
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Critical Success Factors
The Change Evaluation process seeks to ensure that the stakeholders have a realistic understanding
of the new or changed service's expected performance. In other words, through the process it com-
municates its findings to the stakeholders so there are no surprises once the service is deployed.

The process also seeks to ensure that it produces quality evaluations, so it measures the efficiency,
effectiveness and compliance to the process.
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Challenges
The Evaluation process faces several significant challenges. Probably the biggest is the lack of stand-
ard performancemeasures within the organization and in several IT technical areas. Standards that
do exist are often proprietary (associated with a single vendor) and are not applicable in a het-
erogeneous IT environment.

Service providers often cannot reliably estimate project deliverables or time, which can lead to sig-
nificant cost overruns, so the tendency is to accept “what's done” and hope that the rest comes later.

Onemajor hurdle that IT organizations have difficulty with is an in-depth understanding of the issues
of all of the stakeholders. What is seemingly an insignificant issue to an IT personmay be amajor
issue with a business linemanager. A failure to accept all feedback and work to understand it will
undermine the entire Evaluation process.

Overkill is as bad as ignoring or not performing an evaluation on a new or changed service. The eval-
uationmust understand a change's strategic importance, impact to the organization (or enterprise as
a whole) and the risks of failure. It must strike the correct balance to avoid spending $10 to avoid risk-
ing $2.

Over time an organization will develop a track record on its Evaluation process and thus refine its
methods to achieve consistency or minimize the variation in its predictions of success (or failure).
This coupled with taking a very pragmatic approach to risk, fully understanding the organization's
appetite for risk, and developingmethods for thoroughly understanding risk will lead to the devel-
opment of a culture within the IT organization capable of managing risk.
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Risk associated with the Change Evaluation process tend toward communication and resource
related issues. Communication issues include the lack of clear evaluation critieria, unrealistic stake-
holder expecations poor or inacurate dates from program or project management or suppliers.
Resouce related risks center around staff experience and authority (staff not having the expertise or
positional authority to influence the uptake of process outputs if the evaluation is negative).
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Summary
Was it worth it?

The Evaluation process looks at a change to evaluate whether its performance (utility and warranty)
is acceptable and provides value for money spent.

Service Transition typically conducts an evaluation during deployment and before final transition to
Service Operation. Continual Service Improvement can cull a great deal of intelligence from Eval-
uation to analyze future improvements.

Evaluation evaluates the effects of a change by looking at several key factors:

l Service Provider Capability - Ability of a service provider or service unit to perform as required
l Tolerance - Ability or capacity of a service to absorb the service change or release
l Organizational Setting - Ability of an organization to accept the proposed change and work to

ensure a smooth transition
l Resources - Availability of appropriately skilled and knowledgeable people, sufficient budget,

infrastructure, etc. to operate the system after Transition
l Modeling andMeasurement - Extent to which the predictions of behavior match the actual

behavior of the new or changed service
l People - Effect of the change on the people within a system
l Use - Is the service fit for use and available as required?
l Purpose - Is the service fit for purpose and does it meet its objectives?
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Objectives

Organizing for Service Transition

Bloom’s Level 4 Objectives – Support problem solving by putting theory into practice, interpret prin-
ciples and relationships

l Service Transition roles and responsibilities, where and how they are used as well as how a
Service Transition organization would be structured to use these roles

l The interfaces that exist between Service Transition and other organizational units (including
third parties) and the “handover points”

l Why Service Transition needs Service Design and Service Operation, what it uses from them
andHow

l The roles and responsibilities related to ChangeManagement, Service Asset and
Configuration Management, Service Validation and Testing, Release and Deployment Man-
agement, Request Fulfillment, Evaluation, and KnowledgeManagement. Where and how
these are used, as well as, how they fit within the Service Transition organization

Consideration of Technology

Bloom’s Level 4 Objectives – Support problem solving by putting theory into practice, interpret prin-
ciples and relationships

l Technology requirements that supports Service Transition, where and how these would be
used

l Types of KnowledgeManagement, Service Asset and ConfigurationManagement and work-
flow tools that can be used to support Service Transition

Terms-to-Know

Process Owner – A role responsible for ensuring that a process is fit for purpose.

Responsibility – A particular burden of obligation upon one who is responsible: the responsibilities of
authority.

Risk – A possible event that could cause harm or loss, or affect the ability to achieve objectives.

Role – A set of responsibilities, activities and authorities granted to a person or team.

Service Owner – A role that is accountable for the delivery of a specific IT Service

Value – The worth of something in terms of the amount of other things for which it can be exchanged
or in terms of somemedium of exchange.
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Implementation Considerations
The crux of implementing Service Design is to create a process that leads to designs that align IT
services with the business' needs.

The Business Impact Analysis (BIA) establishes the service's contribution from the business' point of
view by asking the question what would happen to the business if this function or service were not
available, or only partially available.

The Business Impact Analysis translates these answers into Service Level Requirements (SLR).
This provides the focal point for the business to define its requirements, IT to define its capabilities,
and the two parties to agree on the level of requirements in the context of a Service Level Agreement
(SLA). It is always wise to design and build new services with the SLRs inmind.

The design for a new servicemust be holistic in the sense that it must take into account the transition
of the new service as well as its ultimate operation. This includes assessing the risk of the Service
Transition activities to current operational services.
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Implementation Steps
The details of Service Design implementation vary from organization to organization. Every organ-
ization has different goals, different concerns, different maturity levels, and different cultures. How-
ever, the process for implementing Service Design is similar across all implementations.

Borrowing from the Continual Service Improvement model, the Service Design Implementation/-
Improvement cycle asks these six questions:

1. What is the vision?
2. Where are we now?
3. Where do wewant to be?
4. How dowe get there?
5. How can you tell we have got there?
6. How dowe keep going?
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Establish High-Level Objectives
What is the vision?

This simple starting point brings together the culture and the environment of the organization to estab-
lish the high-level objectives of the Service Design phase.

This question establishes the operating parameters of the project. Among the key steps this activity
completes are establishing a vision aligned with the business vision and objectives, establishing the
scope of the project, determining budget and governance, obtaining the appropriate level of man-
agement commitment, and establishing a culture based on the organization's own culture and values.
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Assess Current Capabilities
In many ways, this is one of themore challenging aspects of implementing Service Design. It is
almost impossible to design anything as all encompassing as Service Design 'from scratch' in an
existing organization; likewise, most organizations havemany processes, including Service Design,
that are working just fine.

Not only should existing processes not be thrown out in the eagerness to implement a new process,
but they should be considered an asset that will potentially reduce the time and cost to implement the
new environment.

The path to completing ameaningful assessment of the IT organization's current capabilities lies
within a structured approach to the assessment. Typical formalized techniques include internal
reviews and audits, formal maturity assessments (either internal or external), an ISO/IEC 20000
audit, a CobIT audit, a Strengths, Weaknesses, Opportunities and Threats (SWOT) analysis.
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Determine Measurable Targets
Where do wewant to be?

This target-setting phase of the Implementation/Improvement cycle refines the envisioned objectives
to definemeasurable targets that will chart the IT organization's progress in meeting the business'
objectives.

Typical subject areas for targeted improvements include:

l Improved Service Provision Alignment
l ImprovedQuality of Service
l ImprovedQuality of Design
l Improved Customer Satisfaction
l Improved Process Performance
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Implement Process Improvement
How dowe get there?

Much like an automobile road trip, getting to the targeted Service Design implementation involves
some detailed planning, including selecting from a number of options, developing plans to implement
the desired options, andmonitoring progress along the path chosen, all the while keeping track of
budget and resources.

The plan should be a holistic plan, incorporating improvements in Service Transition and Service Oper-
ation as well. It is an ideal place to utilize some formal project-planning techniques.
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Implement Measurement Framework
How can we tell when we have got there?

Before starting on an improvement initiative, it is necessary to know up front what the desired end
state is. Thus, the Service Design implementation process must includemetrics that will dem-
onstrate that it has attained its objectives.

The dangers of not expressingmetrics andmeasurements at the start include vagueness in deter-
mining whether the project has actually met its objectives, additional expenses and resources to
implement measures andmetrics while the project is in progress, andmid- or late-course corrections
in the targeted objectives to accommodatemetrics that prove impossible to measure.
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Review & Improve
How dowe keep things going?

The final step in the Implementation/Improvement cycle is actually the first step in the next cycle.
Building upon what the organization learned in the first iteration gives it a chance to fix problems, or to
strive for a higher target in the next cycle.

The actions that contribute to this step encompass a culture with a desire to improve, the acceptance
that quality and improvement are everybody's job, and the recognition that improvement and quality
are not a one-time project, but an on-going process.

Although intangible and hard to quantify, these attributes of a 'learning organization' lead to tangible
results in meeting targets andmaintaining higher standards of quality.
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Key Implementation Activities
Its not always easy for some stakeholders to understand that something has to happen between the
service design and the actual delivery and operation of a new or changed service. That something is
Service Transition, and the casemust bemade for how it will contribute to the over all quality of the
service.

The design of the Service Transition stage and process is straight forward; define the standards that
will be used and the governing policies, establish the relationships with key internal support services.
Communication is fundamental to the success of Service Transition.Communicate with both cus-
tomers and the users and other key stakeholders. Budget and allocate adequate resources for the
adoption, implementation and going execution of the processes.

A critical decision point organizations must face during an implementation is whether to include exist-
ing projects or just those started after implementation are pros and cons and careful consideration
must be given to the conditions on the ground.
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Process Integration
One can almost compare the processes of the Service Transition stage of the lifecycle to an orches-
tra. Both require a high degree of integration in order to be successful. Its critical in process design to
understand that all of the transition processes receive inputs from other process and in turn produce
outputs used by still other processes. This creates a highly complex set of dependencies among all of
the processes involved.

Similarly, the process roles and responsibilities of each process, will to some extent, be dependant
on other process roles. The same can be said for critical success factors; to be successful, each proc-
ess must contribute to the success of the other transition processes. By doing so, an integrated
improvement plan can be developed and executed.
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Cloud Environment & RCV
Cloud and vitalization technology is the latest in a long line of technical innovation that is having a sig-
nificant impact on today's Service Providers. However, there is really nothing out of the ordinary for
the lifecycle processes to do in order to incorporate cloud and vitalization technology into the services
they offer.

They must consider the impact the technology has on the design of a service, its implementation and
transition into the live environment. It must be understood that there will be an impact on the speed at
which things will now move, with highly compressed delivery times. Significant portions of service
support in this new environment can and should be automated, which requires that CI types be accu-
rately categorized in the CMS.

This new technology canmean simplification for the Service Provider. However, it still means that
the Service Provider is still responsible for manage its service assets.
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Managing Change
The RCV processes must take into consideration Service Operation's focus on achieving a stable
level of IT Service delivery at the required quality level. Change is inherently destabilizing. However,
stable does not mean no changes at all. One of the keys to any organization's success in providing IT
Services is its ability to deal with change as a normal part of managing IT Services.

Many change triggers can affect the Service Operation environment:

l New, changed or retired services, technology and applications
l Enhanced processes
l New or changed laws or regulations
l Changes to business priorities
l Management or personnel changes
l Changes to service levels

Anything that triggers a change that affects Service Operationmust include the staff in assessing the
change. Participation on the Change Advisory Board (CAB) very nicely accomplishes this goal, in
addition to keeping staff involved throughout the design and transition of the change.

A successful change is one where the only thing the user notices is the improved support of his or her
business process.
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Project Management
One difficulty facing Service Operation is the perception that it has always been there, which leads it
to blend into the background. This lack of visibility becomes problematic when it comes to funding
and participating in designing or transitioning new or improved services.

All too often, changes that affect Service Operation and RCV processes do not employ either a for-
mal program or a project methodology. However, major upgrades and changes in operational pro-
cedures should always employ these structured disciplines.

RCV processes should be part of the formal program and project methodologies enablemanagement
to understand clearly what is happening, how many and which resources it is using, and how the par-
ticipating organizations aremanaging those resources. These are basic requirements, especially if
funding is an issue.

Formal program and project methodologies aid in achieving a consistent delivery when changes do
occur, and they enable the overall achievement of improved IT Service quality. They also provide the
formal capability to measure the achievement of the change's objectives.
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Assessing & Managing Risk
Managing risk involves knowing what the risks are and either transferring them ormitigating them. It
may not be possible to transfer or mitigate some risks, and RCV and Service Operationmust plan
how to handle them.

In its assessments, ServiceManagement staff looks for some common generic risks:

l Failure/Potential Failures - things that may fail in the infrastructure
l New Projects - unknown affect of new services
l Physical Risks to the Environment - fire, flood, civil unrest, etc.
l Vendors/Supplier - the significant role external service providers play in today's infrastructure
l Security - physical as well as electronic attacks
l New Customers & Services - unknown impact
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Involvement in Design & Transition
To achieve andmaintain acceptable levels of support, the Service Operation staff must participate
throughout the entire IT Service Lifecycle. They need to contribute their input when considering a new
service's affect on:

Existing Technology - within both the current technical and the operational contexts;

l Work Practices - impact on existing work practices;
l Processes - impact on existing processes;
l Schedules - impact on existing schedules.

Theremay also be cost, contractual and legal issues, as well as issues due to the overall complexity
of the new service.
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Planning & Implementing Technology
IT is unique in that it employs technology tomanage technology. This adds to the already complex job
of managing the components of the infrastructure. Managing themanagement tools, therefore, is crit-
ical to the success of Service Operation and RCV processes. Planning and implementingman-
agement technology includes:

Licenses - understanding the need for dedicated, pooled or web access;

l Deployment - deploying agents for event and discovery tools;
l Capacity - ensuring targeted devices have sufficient capacity;
l Timing - introducing the tool at the right time;
l Introduction - establishing the tool in the context of different deployment strategies, such as

new or a replacement, big bang, or phased in.
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Challenges, Risks & CSFs
The adoption of the processes associated with RCV face numerous challenges and risks. To be suc-
cessful the Service Provider must have a complete understanding of what it takes to achieve suc-
cess.
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Challenges
RCV's Service Transition processes impact all business processes, so there is no room for error in
transitioning a service into production. One key aspect of this is to maintain good relationships with
andmanage the stakeholders. This includes other process owners that interface with the processes
involved in RCV.

There is always a tension between the new and old technology. In many instances legacy systems
have a significant impact on what can be done, or how quickly things can happen. This goes hand-in-
hand with balancing stability of the services offered and being responsive to the business. It critical to
understand the trade offs.

Dotting the "i"s and crossing the "t"s is important to ensure the quality of the services transitioned into
production. However, its never good when "i" dotting and "t" crossing is done for the sake of dotting
"i"s and crossing "t"s.

One critical challenge for any Service Provider organization is creating standards and sticking to
them. The best solutions is often themost simple one and as most quality programs teach us, sim-
plification leads to higher quality.

Its important RCV become an integral part of implementing business change.
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Risks
Risk is inherent in change. Making changes to existing services or deploying new services their is an
explicit risk associated with changes in accountability. These kinds of changes can also cause con-
cern and even alienation of support personnel as the familiar goes away and the unfamiliar becomes
the latest and greatest thing going. For some, that is a very uncomfortable place to be.

Bad things happen to good people. Similarly, the unexpected can lead to unplanned costs. Its prob-
ably cliche to "plan for the unexpected" but it does make sense to assume that if you don't know what
you don't know, it might be a good idea to put some buffer in the budget.

Organizations are naturally resistant to change.Conventional wisdom says that more deployment fail
due to organizational resistance than technical or functional failure. Onemajor risk any Service Pro-
vider runs is failing to properly manage the stakeholders and organizational change associated with
new or changed services.

On the other side of the coin is the risk of being overly risk-averse. This is similar to "analysis paral-
ysis" in that any risk becomes toomuch risk.
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CSFs
Success means managing the stakeholders and their perspectives of the new or changed service. A
beautifully functioning, technically elegant service is a failure if the stakeholders do not perceive it
that way.

Tomanage the stakeholders means establishing andmaintaining clearly defined relationships at the
project and process levels. Communications is key. Understanding and communicating issues or
dependencies on legacy systems is important to properly set andmanage expectations. Where pos-
sible support processes should be automated to improve quality and ensure consistency in support of
the new or changed service.

The stock-in-trade for the RCV processes is knowledge. The creation, sharing and accessingmake
for better processes, and better service transitions. It also ensures good quality systems are put in
place and good support tools are used.
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Appendix:

RCV Capability Certification Syllabus

This appendix contains the complete syllabus provided by theOfficial Accreditor, The APMGroup
(APMG), for the ITIL RCV Capability Certification Course. It is provided here as reference for the use
of the student.
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Appendix:

Service Transition Input/Output

This appendix provides an overview of the inputs and outputs of the Service Transition stage of the IT
ServiceManagement Lifecycle.

Page 325



Appendix: Service Transition Input/Output

Service Transition Inputs & Outputs
The Service Transition stage connects a service designed by the Service Design stage with the
deployed service in Service Operation. Its processes receive inputs from all of the IT ServiceMan-
agement Lifecycle stages and provides output to all of the lifecycle stages.
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A
Acceptance
Formal agreement that an IT Service, process,
plan, or other deliverable is complete, accu-
rate, reliable andmeets its specified require-
ments. Acceptance is usually preceded by
Evaluation or Testing and is often required
before proceeding to the next stage of a project
or process.

Access Management
The Process responsible for allowing users to
make use of IT Services, data, or other
assets. Access Management helps to protect
the Confidentiality, Integrity and Availability of
Assets by ensuring that only authorized users
are able to access or modify the assets.
Access Management is sometimes referred to
as Rights Management or Identity Man-
agement.

Account Manager
A role that is very similar to Business Rela-
tionship Manager, but includes more com-
mercial aspects. Most commonly used when
dealing with external customers.

Accounting
The Process responsible for identifying actual
Costs of delivering IT Services, comparing
these with budgeted costs, andmanaging var-
iance from the Budget.

Accredited
Officially authorized to carry out a role. For
example, an Accredited body may be

authorized to provide training or to conduct
audits.

Active Monitoring
Monitoring of a Configuration Item or an IT
Service that uses automated regular checks to
discover the current status.

Activity
A set of actions designed to achieve a par-
ticular result. Activities are usually defined as
part of processes or plans, and are doc-
umented in procedures.

Agreement
A document that describes a formal under-
standing between two or more parties. An
dgreement is not legally binding unless it forms
part of a contract.

Alert
A warning that a threshold has been reached,
something has changed, or a Failure has
occurred. Alerts are often created andman-
aged by SystemManagement tools and are
managed by the Event Management Process.

Application
Software that provides functions that are
required by an IT Services. Each Application
may be part of more than on IT Service. An
Application runs on one or more Servers or
Clients. See also ApplicationManagement,
Application Portfolio.

Application Management
The Function responsible for managing Appli-
cations throughout their lifecycle.



Glossary

Application Portfolio
A database or structured document used to
manage Applications throughout their life-
cycle. The Application Portfolio contains key
attributes of all applications. The Application
Portfolio is sometimes implemented as part of
the Service Portfolio, or as part of the Con-
figurationManagement System.

Application Sizing
The activity responsible for understanding the
resource requirements needed to support a
new application, or amajor change to an exist-
ing application. Application Sizing helps to
ensure that the IT Service canmeet it agreed
Service Level Targets for capacity and per-
formance.

Architecture
The structure of a system or IT Service, includ-
ing the relationships of components to each
other and to the environment they are in. Archi-
tecture also includes the standards, and guide-
lines that guide the design and evolution of the
system.

Assessment
Inspection and analysis to check whether a
standard or set of guidelines is being followed,
that records are accurate, or that efficiency
and effusiveness targets are beingmet.

Asset
Any Resource or Capability. Assets of a Serv-
ice Provider including anything that could con-
tribute to the delivery of a service. Assets can
be one of the following types; Management,
Organization, Process, Knowledge, People,
Information, Applications, Infrastructure, and
Financial Capital.

Asset Management
Asset Management is the process responsible
for tracking and reporting the value and own-
ership of financial assets throughout their life-
cycle. Asset Management is part of an overall
Service Asset and ConfigurationManagement
Process.

Attribute
A piece of information about a Configuration
Item. Examples are; name, location, Version

number and Cost. Attributes of CIs are
recorded in the ConfigurationManagement
Database (CMDB).

Audit
Formal inspection and verification to check
whether a standard or set of guidelines is being
followed, that records are accurate, or that effi-
ciency and effectiveness targets are being
met. An Audit may be carried out by internal or
external groups.

Authority Matrix
SeeRACI

Automatic Call Distribution (ACD)
Use of the information Technology to direct an
incoming telephone call to themost appro-
priate person in the shortest possible time.
ACD is sometimes called Automated Call Dis-
tribution.

Availability
Ability of a Configuration Item or IT Service to
perform its agreed Function when required.
Availability is determined by Reliability, Main-
tainability, Serviceability, Performance, and
Security. Availability is usually calculated as a
percentage. This calculation is often based on
Agreed Service Time and Downtime. It is Best
Practice to calculate Availability usingmeas-
ures of the Business output of the IT Service.

Availability Management
The process responsible for defining, analyz-
ing, Planning, measuring and improving all
aspects of the availability of IT Services. Avail-
ability Management is responsible for ensuring
that all IT infrastructure, processes, tools,
roles, etc. are appropriate for the agreed Serv-
ice Level Targets for availability.

Availability Management Information Sys-
tem (AMIS)
A set of tools, data and information that is
used to support Availability Management. See
also Service KnowledgeManagement Sys-
tem.

Availability Plan
A plan to ensure that existing and future Avail-
ability Requirements for IT Services can be
provided cost effectively.

Page 332



Glossary

B
Back-out
SeeRemediation

Backup
Copying data to protect against loss of Integ-
rity or Availability of the original.

Balanced Scorecard
A management tool developed by Drs. Robert
Kaplan (Harvard Business School) and David
Norton, A Balanced Scorecard enables a
Strategy to be broken down into Key Per-
formance Indicators. Performance against the
KPIs is used to demonstrate how well the
Strategy is being achieved. A Balanced Score-
card has four major areas, each of which has a
small number of KPIs. The same four areas
are considered at different levels of detail
throughout the Organization.

Baseline
A Benchmark used as a reference point. For
example: An ITSM Baseline can be used as a
starting point to measure the effect of a Serv-
ice Improvement Plan. A Performance Base-
line can be used tomeasure change in
Performance over the lifetime of an IT Service.
A ConfigurationManagement Baseline can be
used to enable the IT Infrastructure to be
restored to a knownConfiguration if a Change
or Release fails.

Benchmark
The recorded state of something at a specific
point in time. A Benchmark can be created for
a configuration, a process, or any other set of
data. For example, a benchmark can be used
in Continual Service Improvement, to estab-
lish the current state for managing improve-
ments or Capacity Management, to document
performance characteristics during normal
operations.

Benchmarking
Comparing a Benchmark with a Baseline or
with Best Practice. The term Benchmarking is
also used tomean creating a series of Bench-

marks over time, and comparing the results to
measure progress or improvement.

Best Management Practice (BMP)
The Best Management Practice portfolio is
owned by the Cabinet Office, part of HM
Govermnent. The BMP portfolio includes guid-
ance on IT ServiceManagement and Project,
Program, Risk Portfolio and ValueMan-
agement.

Best Practice
Proven Activities or Processes that have been
successfully used by multiple Organizations.
ITIL is an example of Best Practice.

Billing
Part of the charging proces. Billing is the activ-
ity responsible for producing an invoice or a bill
and recovering themoney from customers.
See also Pricing.

Brainstorming
A technique that helps a team to generate
ideas. Ideas are not reviewed during the Brain-
storming session, but at a later stage. Brain-
storming is often used by Problem
Management to identify possible causes.

British Standards Institution (BSI)
The UK national standards body, responsible
for creating andmaintaining British Standards.

Budget
A list of all themoney an organization or busi-
ness Unit plans to receive, and plans to pay
out, over a specified period of time.

Budgeting
The Activity of predicting and controlling the
spending of money. Consists of a periodic
negotiation cycle to set future budgets (usually
annual) and the day-to-day monitoring and
adjusting of current budgets.

Build
The Activity of assembling a number of Con-
figuration Items to create part of an IT Service.
The term Build is also used to refer to a release
that is authorized for distribution. For example
Server Build or laptop Build.
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Business
An overall corporate entity or organization
formed of a number of Business Units. In the
context of ITSM, the term Business includes
public sector and not-for-profit organizations,
as well as companies. An IT Service Provider
provides IT Services to a customer within a
Business. The IT Service Provider may be part
of the same Business as its customer (Internal
Service Provider), or part of another Business
(External Service Provider).

Business Capacity Management
In the context of ITSM, Business Capacity
Management is the sub-process of Capacity
Management responsible for understandng
future business requirements for use in the
Capacity Plan.

Business Case
Justification for a significant item of expen-
diture. Includes information about costs, ben-
efits, options, issues, Risks, and possible
problems.

Business Continuity Management
The business process responsible for man-
aging risks that could seriously affect the busi-
ness.

Business Customer
A recipient of a product or a service from the
business. For example, if the business is a car
manufacturer then the business customer is
someone who buys a car.

Business Impact Analysis (BIA)
BIA is the activity in Business Continuity Man-
agement that identifies Vital Business Func-
tions and their dependencies. These
dependencies may include Suppliers, people,
other business processes, IT Services etc.
BIA defines the recovery requirements for IT
Services. These requirements include Recov-
ery TimeObjectives, Recovery Point Objec-
tives andminimum Service Level Targets for
each IT Service.

Business Objective
TheObjective of a business process, or of the
business as a whole. Business Objectives sup-
port the business vision, provide guidance for

the IT Strategy, and are often supported by IT
Services.

Business Operations
The day to day execution, monitoring andman-
agement of business processes.

Business Perspective
An understanding of the Service Provider and
IT Services from the point of view of the busi-
ness, and an understanding of tthe business
from the point of view of the Service Provider.

Business Process
A Process that is owned and carried out by the
Business. A Business Process contributes to
the delivery of a product or service to a busi-
ness customer.

Business Relationship Management
The process or function responsible for main-
taining a relationship with the business. Busi-
ness Relationship Management usually
includes: managing personal relationships with
usiness managers, providing input to Service
Portfolio Management, ensuring that the IT
Service Provider is satisfying the business
needs of the customers.

Business Relationship Manager
A role responsible for maintaining the rela-
tionship with one or more customers. This role
is often combined with the Service Level Man-
ager role.

Business Service
An IT Service that directly supports a business
process, as opposed to an infrastructure serv-
ice, which is used internally by the IT Service
Provider and is not usually visible to the busi-
ness.

Business Service Management (BSM)
An approach to themanagement of IT Serv-
ices that considers the business processes
supported and the Business value provided.
The term alsomeans themanagement of Busi-
ness Services delivered to business cus-
tomers.

Business Unit
A segment of the business that has its own
plans, Metrics, income and costs. Each Busi-
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ness Unit owns assets and uses these to
create value for customers.

C
Call
A telephone call to the Service Desk from a
user. A call could result in an incident or a Serv-
ice Request being logged.

Call Center
AnOrganization or Business Unit that handles
large numbers of incoming and outgoing tel-
ephone calls.

Call Type
A Category that is used to distinguish incom-
ing requests to a Service Desk. Common call
types are Incident, Service Request and Com-
plaint.

Capability
The ability of an organization, person, process,
application, IT Service or other Configuration
Item to carry out an activity. Capabilities are
intangible assets of an organization. See also
resource.

Capability Maturity Model Integration
(CMMI)
A process improvement appoach developed
by the Software Engineering Institue (SEI) of
CarnegieMellon University. CMMI provides
organizations with the essential elements of
effetive processes.It can be used to guide proc-
ess improvement across a project, a division
or an entire organization. CMMI helps integrate
traditionally separate organizational functions,
set process improvement goals and priorties,
provide guidance for quality processes and cur-
rent process.

Capacity
Themaximum throughput that a Configuration
Item or IT Service can deliver while meeting
agreed Service Level Targets. For some types
of CI, Capacity may be the size or volume, for
example a disk drive.

Capacity Management
The process responsible for ensuring that the
Capacity of IT Services and the IT

Infrastructure is able to deliver agreed Service
Level Targets in a cost effective and timely
manner. Capacity Management considers all
resources required to deliver the IT Service
and plans for short, medium and long term busi-
ness requirements.

Capacity Management Information Sys-
tem
A set of tools, data and information that is
used to support Capacity Management See
also Service KnowledgeManagement Sys-
tem.

Capacity Plan
A Capacity Plan is used tomanage the
resources required to deliver IT Services. The
plan contains scenarios for different pre-
dictions of business demand, and costed
options to deliver the agreed Service Level Tar-
gets.

Capacity Planning
The Activity within Capacity Management
responsible for creating a Capacity Plan.

Capital Cost
The cost of purchasing something that will
become a financial asset. The value of the
asset depreciates over multiple accounting
periods.

Capital Expenditure (CAPEX)
The cost of purchasing something that will
become a financial asset, for example, com-
puter equipment and buildings. The value of
the asset is depreciated over multiple account-
ing periods.

Category
A named group of things that have something
in common. Categories are used to group sim-
ilar things together. For example, Cost Types
are used to group similar types of Cost, Inci-
dent Categories are used to group similar
types of Incidents, CI Types are used to group
similar types of configuration Items.

Certificate
Issuing a certificate to confirm Compliance to
a standard. Certification includes a formal
audit by an independent and accredited body.
The term Certification is also used tomean
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awarding a certificate to verify that a person
has achieved a qualification.

Certification
Issuing a certificate to confirm compliance to a
standard. Cetrification includes a formal audit
by an independent and accredited body. The
term is also use dtomen awading a certificate
to provide evidence that a person ahas
acheived a qualification.

Change
The addition, modification or removal of any-
thing that could have an effect on IT Services.
The scope should include all IT Services, Con-
figuration Items, processes, documentation,
etc.

Change Advisory Board (CAB)
A group of people that advises the Change
Manager in the assessment, prioritization and
scheduling of Changes. This board is usually
made up of representatives from all areas
within the IT Service Provider, representatives
from the business and third parties such as
suppliers.

Change Case
The Process responsible for controlling the life-
cycle of all changes. The primary objective of
ChangeManagement is to enable beneficial
Changes to bemade, with minimum disruption
to IT Services.

Change Evaluation
The process responsible for formal assess-
ment of a new or changed IT Service to ensure
that risks have beenmanaged and to help
determine whether to authorize the change.

Change Management
The process responsibile for controlling the life-
cycle of all changes, enabling beneficial
changes to bemade with minimum disruption
to IT Services.

Change Model
A repeatable way of dealing with a particular
Category of Change. A ChangeModel defines
specific pre-defined steps that will be followed
for a change of this Category. ChangeModels
may be very simple, with no requirement for
approval (e.g. Password Reset) or may be

very complex with many steps that require
approval (e.g. major software release). See
also Standard Change, Change Advisory
Board.

Change Proposal
A document that includes a high level descrip-
tion of a potential service introduction or sig-
nificant change along with a corresponding
business case and an expected imple-
mentation schedule. Change proposals are nor-
mally created by the Service Portfolio
Management process and are passed to
ChangeManagement for authorization.
ChangeManagement will review the potential
impact on other services, on shared,r-
esources, and on the overall change schedule.
Once the change proposal has been author-
ized, Service Portfolio Management will
charter the service.

Change Record
A Record containing the details of a Change.
Each Change Record documents the lifecycle
of a single Change. A Change Record is
created for every Request for Change that is
received, even those that are subsequently
rejected. Change Records should reference
the Configuration Items that are affected by
the Change. Change Records are stored in the
ConfigurationManagement System.

Change Schedule
A document that lists all approved Changes
and their planned implementation dates. A
Change Schedule is sometimes called a For-
ward Schedule of Change, even though it also
contains information about Changes that have
already been implemented.

Charging
Requiring payment for IT Services. Charging
for IT Services is optional andmany Organ-
izations choose to treat their IT Service Pro-
vider as a Cost Center.

Charging Policy
A policy specifiying the objective of the charg-
ing process and the way in which charges will
be calculated.
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Charging Process
The process responsible for deciding how
much customer should pay (pricing) and recov-
eringmoney from them (billing). This process
is not described in detail within the core ITIL
publications.

Charter
A document that contains details of a new serv-
ice, a signficant change or other significant
project. Charters are typically authorized by
Service Portfolio Managmeent or by a Project
Management Office. The term charter is also
used to describe the act of authorizing the
work required to complete the service change
or project.

Chronological Analysis
A technique used to help identify possible
causes of Problems. All available data about
the problem is collected and sorted by date
and time to provide a detailed time line. This
canmake it possible to identify which events
may have been triggered by others.

Classification
The act of assigning a category to something.
Classification is used to ensure consistent
management and reporting. CIs, Incidents,
Problems, Changes etc. are usually classified.

Client
A generic term that means a Customer, the
Business or a Business Customer. For exam-
ple, Client Manager may be used as a syn-
onym for AccountingManager.

Closed
The final status in the Lifestyle of an Incident,
Problem, Change etc. When the status is
closed no further action is taken.

Closure
The act of changing the Status of an Incident,
Problem, Change etc. to Closed.

CoBIT
Control Objectives for information and related
Technology (CoBIT) provides guidance and
Best Practice for themanagement of IT Proc-
esses. CoBIT is published by the IT Gov-
ernance Institute. See www.isaca.org for more
information.

Code of Practice
A guideline published by a public body or a
standards organization, such as ISO or BSI.
Many standards consist of a code of practice
and a specification. The code of practice
describes recommended best practice.

Commercial Off-The-Shelf (COTS)
Application software or Middleware that can be
purchased from a Third Party.

Compliance
Ensuring that a Standard or a set of Guidelines
is followed, or that proper, consistent account-
ing or other practices are being employed.

Component
A general term that is used tomean one part of
somethingmore complex. For example, a com-
puter Systemmay be a Component of an IT
Service, an Applicationmay be a Component
of a Release Unit. Components that need to
bemanaged should be Configuration Items.

Component Capacity Management
The Process responsible for understanding the
Capacity, Utilization and Performance of Con-
figuration Items. Data is collected, recorded
and analyzed for use in the Capacity Plan. See
also Service Capacity Management.

Component CI
A Configuration Item that is part of an
assembly. For example, a CPU ormemory CI
may be part of a server CI.

Component Failure Impact Analysis
(CFIA)
A technique that helps to identify the impact of
CI failure on IT Services. A matrix is created
with IT Services on one edge and CIs on the
other. This enables the identification of critical
CIs (that could cause the failure of multiple IT
Services) and of fragile IT Services (that have
multiple Single Points of Failure.)

Computer Telephony Integration (CTI)
Computer telephony Integration (CTI) is a gen-
eral term covering any kind of integration
between computers and telephone Systems. It
is most commonly used to refer to systems
where an application displays detailed screens
relating to incoming or outgoing telephone
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calls. See also Automatic Call distribution,
Interactive Voice Responses.

Concurrency
A measure of the number of Users engaged in
the sameOperation at the same time.

Confidentiality
A security principle that requires that data
should only be accessed by authorized people.

Configuration
A generic term used to describe a group of Con-
figuration Items that work together to deliver
an IT Service, or a recognizable part of an IT
Service. Configuration is also used to describe
the parameter settings for one or more CIs.

Configuration Baseline
The baseline of a configuration that has been
formally agreed and is managed through the
ChangeManagement process. A Con-
figuration Baseline is used as a basis for future
builds, releases and changes.

Configuration Control
The activity responsible for ensuring that add-
ing, modifying or removing a CI is properly
managed, for example by submitting a
Request for Change or Service Request.

Configuration Item (CI)
Any component that needs to bemanaged in
order to deliver an IT Service. Information
about each CI is recorded in a Configuration
Record within the ConfigurationManagement
System and is maintained throughout its Life-
cycle by ConfigurationManagement. CIs are
under the control of ChangeManagement. CIs
typically include IT Services, hardware, soft-
ware, buildings, people, and formal doc-
umentation such as Process documentation
and SLAs.

Configuration Management
The Process responsible for maintaining infor-
mation about Configuration Items required to
deliver an IT Service, including their Rela-
tionships. This information is managed through-
out the Lifestyle of the CI. Configuration
Management is part of an overall Service
Asset and ConfigurationManagement Proc-
ess.

Configuration Management Database
(CMDB)
A database used to store Configuration Rec-
ords throughout their Lifecycle. The Con-
figurationManagement Systemmaintains one
or more CMDBs, and each CMDB stores
Attributes of CIs, and Relationships with other
CIs.

Configuration Management System
(CMS)
A set of tools and databases that are used to
manage an IT Service Provider’s Configuration
Data. The CMS also includes information
about Incidents, Problems, Known Errors,
Changes and Releases; and it may contain
data about employees, Suppliers, locations,
Business Units, Customers and Users. The
CMS includes tools for collecting, storing, man-
aging, updating, and presenting data about all
Configuration Items and their Relationships.
The CMS is maintained by ConfigurationMan-
agement and is used by all IT ServiceMan-
agement Processes. See also Configuration
Management Database, Service Knowledge
Management System.

Continual Service Improvement (CSI)
A stage in the Lifestyle of an IT Service and
the title of one of the Core ITIL publications.
Continual Service Improvement is responsible
for managing improvements to IT ServiceMan-
agement Processes and IT Services. The per-
formance of the IT Service Provider is
continually measured and improvements are
made to Processes, IT Services, and IT Infra-
structure in order to increase Efficiency, Effec-
tiveness, and Cost Effectiveness. See also
Plan-Do-Check-Act.

Contract
A legally binding Agreement between two or
more parties.

Control
A means of managing a Risk, ensuring that a
Business Objective is achieved, or ensuring
that a Process is followed. Example: Controls
include policies, procedures, roles, RAID, door
locks etc. A Control is sometimes called a
countermeasure or safeguard. Control also
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means tomanage the utilization or behavior of
a Configuration Item, System or IT Service.

Control Objective
An approach to themanagement of IT Serv-
ices, Processes, Functions, Assets, etc.
There can be several different Control Per-
spectives on the same IT Service, Process,
etc., allowing different individuals or teams to
focus on what is important and relevant to their
specific Role. Example Control Perspectives
include Reactive and Proactivemanagement
with IT Operations, or a Lifecycle view for an
Application Project team.

Control Objectives for Information and
related Technology (CoBIT)
SeeCoBIT.

Control Perspective
An approach to themanagemetn of IT Serv-
ices, processes, functions, assets tec. There
can be several different Control Perspectives
on the same IT Services, process etc., allow-
ing different individuals or teams to focus on
what is important and relevant to their specific
role.

Core Service
A service that delivers the basic outcomes
desired by one or more customers. A Core
Service provides a specific level of utility and
warranty. Customers may be offered a choice
of utility and warranty through one or more serv-
ice options.

Cost
The amount of money spent on a specific
Activity, IT Service or Business Unit. Costs
consist of real cost (money), notional cost
such as people's time, and Depreciation.

Cost Benefit Analysis
An Activity that analyses and compares the
Costs and the benefits involved in one or more
alternative courses of action. See also Busi-
ness Case.

Cost Center
A business unit or project to which costs are
assigned. A Cost Center does not charge for
services provided. An IT Service Provider can
be run as a Cost Center or a Profit Center.

Cost Effectiveness
A measure of the balance between the Effec-
tiveness and Cost of Service, Process or activ-
ity. A Cost Effective Process is one that
achieves the Objectives at minimum Cost.
See also KPI, Value for Money.

Cost Element
Themiddle level of category to which costs
are assigned in budgeting and accounting. The
highest-level category is cost type.

Cost Management
A general term that is used to refer to budg-
eting and accounting, and is sometimes used
as a synonym for Financial Management

Cost Model
A framework used in budgeting and accounting
in which all know costs can be recorded, cat-
egorized and allocated to specific customers,
business units or projects.

Cost Unit
The lowest level of category to which costs
are assigned, Cost Units are usually things
that can be easily counted or things easily
measured. Cost Units are included within cost
elements.

Countermeasure
Can be used to refer to any type of Control.
The term Countermeasure is most often used
when referring tomeasures that increase Resil-
ience, Fault Tolerance or Reliability of an IT
Service.

Course Corrections
Changes made to a plan or activity that has
already started to ensure that it will meet its
objectives. Course corrections aremade as a
result of monitoring progress.

Crisis Management
The process responsible for managing the
wider implications of Business Continuity. A
Crisis Management team is responsible for
strategic issues such as managingmedia rela-
tions and shareholder confidence, and decides
when to invoke Business Continuity Plans.

Critical success Factor (CSF)
Something that must happen if a Process,
Project, Plan or IT Service is to succeed. KPIs
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are used tomeasure the achievement of each
CSF. For example a CSF of 'protect IT Serv-
ices whenmaking Changes' could bemeas-
ured by KPIs such as 'percentage reduction of
unsuccessful Changes', 'percentage reduction
in Changes causing Incidents', etc.

CSI Register
A database or structured document used to rec-
ord andmanage improvement opportunities
throughout their lifecycle.

Culture
A set of values that is shared by a group of
people including expectations about how
people should behave, their ideas, beliefs and
practices. See also Vision.

Customer
Someone who buys goods or services. The
Customer of an IT Service Provider is the per-
son or group that defines and agrees the Serv-
ice Level Targets. The term Customer is also
sometimes informally used tomean Users, for
example 'this is a Customer focusedOrgan-
ization.

Customer Agreement Portfolio
A database or structured document used to
manage service contracts or agreements
between an IT Service Provider and its cus-
tomers. Each IT Service Delivered to a cus-
tomer should have a contract or other
agreement that is listed in the Customer Agree-
ment Portfolio.

Customer Asset
Any resource or capability of a customer.

Customer-facing Service
An IT Service that is visible to the customer.
These are normally services that support he
customer’s business process and facilitate
one or more outcomes desired by the cus-
tomer. All live Customer-facing Services,
including those available for deployment, are
recorded in the Service Catalog along with cus-
tomer-visible information about deliverables,
prices, contact points, ordering and request
processes. Other information such as rela-
tionships to supporting services and other CIs

will also be recorded for internal use by the IT
Service Provider.

D
Dashboard
A graphical representation of overall IT Service
Performance and Availability. Dashboard
images may be updated in real time and can
also be included inmanagement reports and
web pages. Dashboards can be used to sup-
port Service Level Management, Event Man-
agement or Incident Diagnosis.

Data-to-Information-to-Knowledge-to-Wis-
dom (DIKW)
A way of understanding the relationship
between data, information, knowledge and wis-
dom. DIKW show how each of these builds on
the others.

Definitive Media Library (DML)
One ormore locations in which the definitive
and approved versions of all software Con-
figuration Items are securely stored. The DML
may also contain associated CIs such as
licenses and documentation. The DML is a sin-
gle logical storage area even if there aremul-
tiple locations. All software in the DML is
under the control of Change and ReleaseMan-
agement and is recorded in the Configuration
Management System. Only software from the
DML is acceptable for use in a Release.

Deliverable
Something that must be provided tomeet a
commitment in a Service Level Agreement or a
Contract. Deliverable is also used in amore
informal way tomean a planned output of any
Process.

Demand Management
Activities that understood and influence Cus-
tomer demand for Services and the provision
of Capacity to meet these demands. At a
Strategic level DemandManagement can
involve analysis of Patterns of Business Activ-
ity and User Profiles. At a tactical level it can
involve use of a Differential Charging to encour-
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